
** Should there be a breakdown in the scoring and ranking process, it will be the 
responsibility of the committee to decide which projects get approved and awarded. 

 

CYBERSECURITY PLANNING 
COMMITTEE   

 
Scoring Criteria for Submitted Projects 

Scoring 

In order to enhance the effectiveness and impact of grant funds projects that are 
multijurisdictional are preferred. 

Each project will be scored by members of committee with a minimum of three scorers 
per project. The scorers will award points based on the scorer’s interpretation of the 
project proposal submitted and can only award a maximum allowable points per category 
as defined below.   

1. Multijurisdictional Project (5 points possible), 
2. Project Goal (15 points possible) 
3. Project Alignment with current FYI Objectives (25 points possible) 
4. Financial Analysis and Budget (15 Points possible) 
5. Project Risks and Challenges (15 points possible) 
6. Project Metrics (15 points possible) 
7. Sustainability of Project (10 points possible), 

Ranking 

Once the project scoring has been completed and scores compiled, the projects will 
then be ranked based on the scores.  

Funding 

Projects will be funded in the order based on the project score and rank.  

Notes 

• Incomplete forms will not be considered by the committee 
• Submitting entity must enroll in CISA Services in order to qualify 
• Entity must complete the Center for Internet Security (CIS) Nationwide Cybersecurity Review 

(NCSR)  
• Entity should submit supporting documentation for the project proposal. 


